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1. INTRODUCTION 

Thus, for sensor nodes it is quite difficult for those nodes that 

are long way from sink to get sufficient round to help WSN 

applications that needed transmission of data continuously. In 

addition, the end-to-end technique becomes responsible for 

longer response in scenario of traffic or congestion and the 

result would give a larger number of portion drops. These 

portion drops mean there is unnecessary power utilization or 

consumption. TCP follows TCP follows end-to-end 

acknowledgment strategy, which low down the network 

throughput and increase the transmission time [1-2]. 

The critical characteristics of UDP construct it inappropriate 

for WSN, despite the unconnected paradigm it provides. 

Congestion control and flow control mechanism is not offered 

by UDP as in case of traffic it simply drops the packet and there 

is no scope of retrieving the packets lost. Also, in UDP there is 

no such process of acknowledgment and thus depend on the 

minor layer of MAC algorithms or in some higher layer like 

application layer to obtain the packet loss [3]. 

Covering the unique features of WSN the crucial requirement 

of WSN transport layer is: 

The flow of data in model should be reasonable and logical for 

the application like hybrid and/or real-time, event-driven, 

steady etc. [4]. Must have end-to-end reliable Ness with 

congestion control mechanism. Provide trustability for 

downstream and upstream. 
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The critical characteristics of UDP construct it inappropriate 

for WSN, despite unconnected paradigm it provides. 

Congestion control and flow control mechanism is not offered 

by UDP as in case of traffic it simply drops the packet and there  

is no scope of retrieving the packets lost [5-6]. Also, in UDP 

there is no such process of acknowledgment and thus depend  

on the minor layer of MAC algorithms or in some higher layer 

like application layer to obtain the packet loss. 

  

2. EVENT TO SINK RELIABLE 

TRANSPORT 
 

If the present evaluated trustability at BS (Base Station) drops 

under the essential trustability with no traffic then ESRT 

extend the reporting frequency ‘f’ suddenly. If found no traffic 

and the level of trustability is high, then ESRT lower down ‘f’ 

consciously. In some cases, traffic is identified, and trustability 

drops, ESRT lower down the value of ‘f’ exponentially. For 

structure where traffic is identified although high trustability 

degree, ESRT decays describing frequency to free from traffic 

without arrangement of trustability [7]. Although, ESTR 

attempt to utilize on the best position where some action is 

accurately described to BS (Base Station) without creating 

traffic to network. This transport protocol assumes that BS has 

large radio power and attains all sensor nodes in individual 

scattered message. The BS spreads the updated evaluated value 

of ‘f’ to entire network [8]. Consequently, on getting the 

occasion outline frequency, every sensor node evaluates its 

 
ABSTRACT 

TCP is a protocol which is connection oriented that build a bridge between receiver and sender nodes before 
the initial packet transmission fire. If executed for WSN, where exact facts might be in order of small bytes, 
then a three-way complete activity will be become a difficult for a low volume of facts or data. Furthermore, 
in previous earlier attempt, a WSN is visualizing as framework of multi-hop where every intermediate hop 
connection is identified by its wasted and inaccurate vulnerable radio medium. As, TCP is protocol with 
end-to-end feature, schedule to structure TCP connectivity among two nodes end, that are notable number 
of hops separating each other which may be very large. Thus, for sensor nodes it is quite difficult for those 
nodes that are long way from sink to set sufficient round to help WSN applications that needed transmission 
of data continuously. In addition, the end-to-end technique become responsible for longer response in 
scenario of traffic or congestion and the result would give a larger number of portion drops. These portion 
drops mean there is unnecessarily power utilization or consumption. So, to ensure reliability, TCP follow 
end-to-end acknowledgment strategy, which low down the network throughput and increase the 
transmission time. In this paper, we have considered two protocols for the analysis of different parameters 
under different scenario, and this will help to measure the level of congestion and may help in increasing 
trustability for WSN. Delivery ratio of AODV is 83% and 78% of DSR is achieved with 25% load fraction 
of AODV and 23% for DSR. 
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describing event time span and verify at intermediary level at 

final stage of every describing interval to find any feasible 

traffic. If sensor nodes find traffic, it fixes a traffic entitle bit 

of the case announce packet whenever these packages reached 

at BS, the BS gets total view of traffic level of network. This 

protocol protects power by measuring the value of ‘f’ and its 

evaluation was done by analytical designing and simulation  

[9-10]. 

 

 

3. TC/ IP (TINY PROTOCOL) 

 
In [14,18] author proposed a protocol known as tiny TCP/IP 

which inclined to adjust the TCP/IP protocol escort to build it 

workable for wireless sensor network and supply trustability 

for E2E (end to end) & hop by hop. Such protocol considered 

that every sensor node identifies its structural locality a 

theoretical and decay into its prearranged sub array. Every 

sensor node acquires the initial twice octets rely on 

dimensional locality inside the sub array [11]. It suggests four 

different conversions of the surviving protocol of TCP/IP i.e. 

dispersed TCP concealment (DTC), spitted factors headers 

compacting, dimensional IP location allotment and application 

covered routing. Similar IP array of sensor nodes does not 

require to send a complete IP header so, that IP header can be 

suppressed and splitted between sensor nodes of similar sub 

array. UDP datagram of locally IP transmission are used to 

generate an application covering layer network on peak of 

physical trigger network [12]. At the end, DTC generates the 

packet reliability using spitted technique. A novel idea 

generated by tiny TCP/IP in form of TCP packages hiding 

inside the network to lower down the burden of end-to-end 

retransfer of particles where the packet loss arises. 

 

 
 

Fig. 1.  Distributed TCP  

 

Fig. 1 depicts the recovery of packet loss where middle nodes 

5 & 7 store packages 1 & 2 individually so, on such case this 

pair of lost their packets where node 5 provides package 1 and 

node 7 redeliver packet 2 for the  𝑅𝑥 (Receiver). In a poor 

scenario 𝑅𝑥 get the lost package from the 𝑇𝑥 if the lost package 

not tracked by any middle nodes and it has been calculated 

using both simulation and real time wireless sensor network 

[13]. 

The reliability of the protocol relies on the capacity of tracking 

the last observed packets and this will be unsuitable for various 

applications which depend upon mobility. This protocol 

doesn’t specify any traffic plan control method and doesn’t 

highlight the method for downstream or upstream trustability 

[14-15]. 

4. RELIABLE ASSYMETRIC 

TRANSPORT LAYER PROTOCOL 

 
Dependable and unbalanced transport protocol supplies crucial 

end to end occasion trustability, sequential end to end inquiry 

trustability and crucial traffic control [16].  It also chooses a 

subgroup of trigger nodes known as crucial nodes (C-nodes) 

that will protect the entire region to be noticed in term of power 

in well plan way. This protocol generates a sub array which 

contains C-nodes and only C-nodes are eligible to participate 

in definite data moving to downstream & upstream nodes and 

vanish particle recovery [17]. This protocol provides from 

different features: 

1. A very low quantity of nodes participates in lost information 

retrieval and follows splitted power known traffic control. 

2. An unnecessary node doesn’t point end to end connections 

overhead. 

3. Traffic mechanisms to control can be distributed to adjust the 

congestion flow effectively. 

4. As this protocol provides trustability in upstream & 

downstream and used acknowledge (ACK) and no 

acknowledge (NACK) mechanisms. 

Fig. 2 depicts the inquiry and occasion trustability 

mechanisms. Traffic command is managed by C-node and the 

existence of traffic is considered if downtime arises without 

accepting any acknowledge from BS. In such a case, C-node 

convinces its adjacent unnecessary nodes to prevent from 

dispatching any information till the traffic is unblocked [18]. 

The execution of reliable asymmetric protocol is assessed 

using simulation. Nevertheless, the aspect of identifying traffic 

by hidden acknowledge which is not a suitable solution as 

acknowledge is hidden due to various reasons along with link 

drop [19]. 

 

 
Fig. 2. Trustability mechanism: First block represents connection less no 

acknowledge, second block is acknowledge based for loss identification and 

third block denotes event loss identification 
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Packet rows per child i.e. every trigger node continues 

individual indexed row for every child along with its rows and 

sub-tree length per child [20]. It also includes command 

information inside the packages data, therefore rejecting the 

doses to the sequential trigger nodes. 

When trigger nodes find traffic, it acknowledges the sequential 

nodes to minimize their transmission data rate as depicted in 

Fig. 3. 

 

 
 
Fig. 3.  Fair traffic mechanism: 1- node for regular congestion and 

acknowledge the lower data to control data flow, 2- limit data flow under 

traffic and 3- traffic is removed and all lower nodes are now ready for data 
flow 

Since fair traffic control tries to implement the traffic 

command finding in transport layer, which is independent of 

fundamental MAC layers and network. Traffic control is 

evaluated using simulation with a real time WSN environment. 

 

 

5.  RESOURCE MANAGEMENT IN 

TRANSPORT LAYER PROTOCOL 

 
Cloud agent in form of sensor that process and collects 

information using different sensor networks. It activates fact 

sharing on huge amount and cooperates for different 

applications ob cloud between users. It combines various 

network with a quantity of recognizing applications with cloud 

evaluated platform by granting requests to be collaborative 

they may stretch over many firm [21]. Cloud with sensor 

activates users to comfortably process, gather, access, share, 

store, analyze, visualize and discover for a huge quantity of 

sensor data for various kind of implementations and using 

storage assts and computational IT of the cloud [22]. 

Infrastructure based on sensor cloud provides facility 

automatically to last users when requested, so that their virtual 

sensors act as a part of IT assets like memory, CPU, disk 

storage etc. related proper sensor data with their service 

instances can be used by last agent via interface using web 

dallier. 

In the past few years, cloud assess play an important role as a 

chief model for the utilization of resources [23]. It supplies 

these assets on the vend as facility that can be absorbed in a 

transparent and flexible fashion. Cloud provider and users are 

the two major actors in such a scenario. The aim of the user is 

to get assets allotment associated with the model that we used. 

The scale factor is the main aim of cloud provider that 

generates a huge set of assets [24]. 

Assets allotment system may assume all procedure 

construction to guarantee that applications demand considered 

correctly by the source’s infrastructure. Resource allocation 

technique also provides the present status of each asset in cloud 

domain to put suitable algorithm to allocate the local/physical 

resources for different applications. Cloud agents can only see 

the restricted assets so, assets allotment system is very 

important and acts as an intelligent agent.  

Trigger modelling language can be utilized to denote any real 

trigger’s metadata with their real location, type, precision etc. 

It also follows XML encrypting method for description and 

measurement process of real sensors. This encoding process 

for real sensor implemented across different hardware, 

applications, platforms (OS) etc. with less intervention of 

human. To resolve the control arises from their relevant sensor, 

a mapping was agreed between the virtual and physical sensor 

[25-27].  

Since real sensor nodes have limited resources in terms of 

battery power, memory storage, BW etc. Storage of data for 

long duration and processing of huge data by the sensor will 

be a challenging one. Here, cloud agent plays a very crucial 

role where large quantity of data from various trigger networks 

arises and stored [28]. Agreement of data is very tedious at 

cloud server with sensor and the selection of resource allocator 

should be done in such way that it will finish its task inside the 

time and allotment should be inaccurate and cost improved 

[29]. 

Agent dependent platform will help in allotment of sensory 

resources within sensor cloud server and accessible for whole 

users. Thus, agents have a very important role in setting down 

the proper resource in proper database.  The programming of 

agent was done in such a way that if data is arriving from the 

trigger network, then agent will put assets management 

approach onto it and it will be saved in definite platform/server 

for easy availability to last users with controllers [30-33]. 

 

6.  SIMULATION RESULTS 
Similar to network simulator-2, NS-3 is considered as distinct 

occasion simulator, and the main reason of its growth is to 

amplify research in network technology. It is also an open-

source toll launched in year 2008 with its latest version 3.21 

[34-35]. It is an updated simulator, and it is not an extension of 

NS-2 neither it supports any API’s associated with NS-2. NS-

2 program first coded in OTcl (object tool command language) 

and results would be visualized utilizing Xgraph are NAM 

(network animator) but coding which is purely based on C++ 

is quite different. NS-3 simulator consists of all programs 

which are purely written in C++ with python essential. 

Graphical tool which is not available in NS-3 but graphical 

analysis can be described using NetAnim which is also a open 

source tool. The basic architecture of NS-3 used for the 

simulation is depicted in Fig. 4 below. 
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Fig. 4.   Simulation procedure using NS-3 
 

 

 
 

TABLE I 

PARAMETERS FOR IMPLEMENTATION  

 

Parameters Value 

Routing Protocol DSR, AODV  

Number of nodes Variable 

Simulation Time 10 sec, 50 sec & 100 sec 

Pause Time 5 ms 

Environment Size 800 x 800 

Transmission_Range 200-250m 

Traffic_Size CBR (Constant Bit Rate) 

Packet_Size 512 

Packet_Rate 5 packets/s 

Maximum Speed 20m/s 

Queue Length 50 

Simulator NS-3 

Mobility Model Random Waypoint 

Antenna Type Omnidirectional 

 

Using above parameter as shown in Table I some 

networks are created which will help to analyze the 

network in term of their packet drop, packet delivery, 

throughput etc. The scenario depicted in Fig. 5 consist of 

six node with source node (0) and destination node (5) 

 

 
 
Fig. 5.  Network Animator for 6 nodes with source node [0] and destination 

node [5] 
 

The second scenario depicted in Fig. 6 consists of sixteen 

nodes with source node (0) and destination node (15). 

 

 
Fig. 6.  Network with 16 nodes with source node [0] and destination node 
[15] 

 

 
 
Fig. 7. Loss of packet 

 

 
 

Fig. 8. Ratio of packet delivery 

 

 
Fig. 9. Load fraction 
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From figure 7, a packet loss increases more for DSR 

routing protocol with increase in simulation time in 

comparison to AODV routing protocol. From figure 8, 

packet delivery fraction is very good for AODV routing 

protocol comparison to DSR routing protocol. So, under 

such a scenario AODV perform much better than DSR 

routing protocol. From figure 9 routing load fraction is 

low for DSR routing protocol comparison to AODV 

routing protocol under such scenario.  
 

7. CONCLUSION 
Transport layer protocol play a vital role to control the 

congestion by maintain overflow of queue and maintain end to 

end reliability of network. A crucial transport layer protocols 

with its practical limitations are discussed deeply to identify its 

limitations and proper applications. Also, role of intelligent 

agent in collecting facts between the user and cloud are also 

discussed to ensure the best usage of assets. Tool used for the 

simulation i.e. NS-3 is demonstrated to build the network as 

per requirement for verification. The result obtained for DSR 

and AODV reflect the outcome in term of load fraction, packet 

loss and data delivery in which the performance of AODV 

protocol is quite efficient i.e., 83-84% with low loss of 9995 

packets compared to DSR. 
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